
 
 
 
Please be cautious when opening any emails from an unfamiliar sender. Any 
emails from IT regarding email accounts needing to be verified in order to 
not be deleted or email storage being full will always be spam. Recently, 
main IT has started sending out test phishing emails to see if employees use 
the Report Phishing button in Outlook. Although they look very convincing 
there are usually small typos throughout them to give indications that they 
aren’t legit emails. If unsure if the email is really from someone here at 
UNM, please check the Outlook address book or the UNM Directory to see if 
that person shows up as an employee. Please use the Report Phishing button 
on the top right of Outlook to report any phishing emails, even if you’re 
unsure if it is or not. You can always forward the email to me as well so that 
I can double check it.almoya@salud.unm.edu The Report Phishing button is 
on Windows version of Outlook only and not available on Macs. If you are 
using a Mac, you can either delete the email or save it as an attachment and 
forward it tospamdrop@unm.edu. Please let me know if you have any 
questions. 


